


5.2. The importance of data privacy and security among staff and students will be supported 
through annual training opportunities. 

5.3. Training will include information on data protection regulations and specific steps to take 
around responsible data handling. 

5.4. Network decryption will be used on specifically approved data classifications to allow for 
identification of malicious actors and attack threats. 

5.5. The District will collect and store only the data that is necessary for educational purposes 
and delete data when it is no longer needed. 

5.6. A registry of where personal information is stored and across what applications will be 
maintained and updated on a regular schedule. 

 
6. Network Monitoring and Compliance 

6.1. The District will utilize network security monitoring tools to monitor for security threats from 
malicious actors and to ensure compliance with technology use procedures by staff, 
students, and guests. 

6.2. Staff will monitor and audit technology use to identify and address any inappropriate or 
unsafe online behaviors. 

 
7. Video Surveillance 

7.1. Video surveillance will be used when necessary to increase security and safety of building 
spaces. 

7.2. Use of video surveillance will be governed by applicable privacy standards and policies 
related to collection and retention of data. 

 
8. Incident Reporting 

8.1. The District will establish a clear process for reporting technology-related incidents, 
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